**Instructions**

Make sure to complete all questions in all the sections in this document. Scroll all the way to the end of this document to make sure that you do not miss anything.

You must provide information for all the qualification questions. The experience documented here must be easily identifiable or mapped to the accompanying resume. Please note that each of the listed qualifications will be used to determine your competitive edge against other submitted candidates.

| **Minimum Qualifications** | Number of Years of Experience | Provide a short description that can be mapped back to your resume |
| --- | --- | --- |
| Relevant Azure certifications such as Microsoft Certified: Azure Security Engineer Associate, Microsoft Certified: Azure Administrator Associate, or similar certifications demonstrating proficiency in knowledge in Azure, AVS, NSX-T and WAF. |  |  |
| 3 or more years of working experience in Azure. |  |  |
| Demonstrated experience in configuring, deploying, and managing Azure security services such as Azure Security Center, Azure Sentinel, Azure Firewall, Azure DDoS Protection, Azure Identity Protection, and Azure Key Vault. |  |  |
| Familiarity with security best practices and industry standards for securing Azure resources. |  |  |
| Strong background in cybersecurity principles, including risk management, threat detection, incident response, and compliance. |  |  |
| Experience in conducting security assessments, vulnerability scanning, and penetration testing in Azure environments. |  |  |
| Proficiency in using Azure Portal, Azure CLI, Azure PowerShell, and other Azure management tools for configuring and managing security controls. |  |  |
| Knowledge of networking concepts, encryption techniques, identity and access management, and security protocols relevant to Azure. |  |  |

**Desirable Qualifications**

It is highly desirable for you to have the following experience, knowledge, skills, and abilities as this may give you a competitive advantage.

| **Desirable Qualifications** | Number of Years of Experience | Provide a short description that can be mapped back to your resume |
| --- | --- | --- |
| 5 years’ in-depth knowledge of Azure services, including Azure Security Center, Azure Sentinel, Azure Active Directory, Azure Networking, Azure Virtual Machines, and other relevant services. |  |  |
| Strong understanding of cybersecurity principles, including threat modeling, encryption, network security, identity and access management (IAM), security incident response, and compliance frameworks (such as GDPR, HIPAA, etc.). |  |  |
| Familiarity with security tools commonly used in Azure environments, such as Azure Security Center, Azure Sentinel, Azure Policy, Azure Key Vault, Azure Information Protection, and Azure AD Identity Protection. |  |  |
| Understanding of networking concepts and experience in configuring and securing virtual networks, subnets, firewalls, and network security groups (NSGs) in Azure. |  |  |
| Proficiency in configuring and managing Azure Active Directory, including user and group management, role-based access control (RBAC), conditional access policies, and single sign-on (SSO) configurations. |  |  |
| Experience in setting up and configuring security monitoring solutions like Azure Monitor, Azure Log Analytics, and Azure Sentinel for detecting and responding to security incidents. |  |  |
| Strong scripting skills in PowerShell, Azure CLI, or other scripting languages to automate security tasks and configurations in Azure. |  |  |
| Knowledge of industry compliance standards and regulations, and experience implementing compliance controls and governance frameworks in Azure environments. |  |  |

**Minimum Application Requirements**

Answer all the questions in this section.

| **Minimum Application Requirements** | Yes/No | Comments or Remarks |
| --- | --- | --- |
| Do you meet or exceed the Minimum Qualifications listed above. | Yes | I meet or exceed all the minimum qualifications listed above, with detailed experience provided in my resume. |
| Are you a current resident of the United States.  Provide location in the Comments or Remarks column.  **Note that you will have to be physically in the United States at all times that you are working for the client.** | Yes | I am currently residing in Columbia, SC, USA. |
| Do you have current work authorization for the United States.  Provide the type of authorization in the Comments or Remarks column, for example: Citizen, Green Card, H1-B, etc. | Yes | I have work authorization as a Green Card holder. |
| Will you be a direct hire employee or independent contractor to Comtello.  No third-party or sub-contracting is permitted. | Direct Hire | I will be a direct hire employee. |
| Would you need to give notice should you be currently working.  If so, specify the notice period conditions in the Comments or Remarks column. | Yes | I would need to give a 2-week notice period as per my current employment conditions. |